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Does it use the RSA 
algorithm and is at least 

2048 bits in length?

I already have an 
SSH key pair

I want to set up an 
SSH key pair

Generate a new 
key pair

$ ssh-keygen -t rsa -b 4096
Generating public/private rsa key pair.
Enter file in which to save the key (/Users/sfrench/.ssh/id_rsa):
Enter passphrase (empty for no passphrase): 
Enter same passphrase again: 
Your identification has been saved in /Users/sfrench/.ssh/id_rsa.
Your public key has been saved in /Users/sfrench/.ssh/id_rsa.pub.
[ ... snip ... ]

No

Yes

Put the public key 
in NIM



Login to NIM and navigate to My Stuff → My SSH Keys:

You should see something like this:



$ pbcopy < ~/.ssh/id_rsa.pub

Copy and paste your public key into the text box; Click Add:

$ xclip < ~/.ssh/id_rsa.pub

Mac

Linux

Easy ways to 
copy the public 
key in its entirety



When you’re done, you’ll see something like this:

Tip: To delete an existing public key, 
mark the checkbox and click the red X

Tip: You can add multiple 
public keys to NIM
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Thank you!


